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CyberEdge® is a comprehensive risk management solution for cyber insurance 
offered by AIG. In a rapidly changing landscape, CyberEdge® provides 
innovative protection to help businesses safeguard against sensitive data 
breaches (personal and corporate data), computer hacking, dumpster diving, 
computer viruses, employee sabotage or error, pilferage of information, 
security failures, business interruption and identity theft.

Most high-profile stories in the media today address the type of data loss that 
impacts people on a personal level; credit card numbers, medical records, birth 
dates, ID/passport numbers and other private personal information.

We should also be mindful of the impact from the loss of corporate data and 
information such as intellectual property and proprietary information; which in 
the hands of a competitor or even an extortionist, can severely disadvantage 
business.

We help you stay ahead of the curve and provide responsive guidance based 
on years of experience. The protection that CyberEdge® provides is a valuable 
additional layer to the most powerful first line of defense against cyber threats, 
- a company’s own IT system.

More people are at risk
Virtually all companies handle personal and corporate data on a daily basis, 
whether it be identity card numbers and corresponding profiles of employees, 
credit card information, sensitive demographic information about customers’ 
information on budgets, customer lists, share prospectus or marketing plans. 
The same companies face very real liabilities if such data falls into the wrong 
hands or enters the public domain.

More claims examples equals increased demand
Clients are realising the risk to data and are beginning to request policies with 
enhanced coverage. AIG has launched the most innovative insurance product 
in addressing these issues: CyberEdge®.

Addressing Companies’ Top Priority

A recent AIG survey found C-suite 
executives, risk managers, and IT 
decision makers ranked risks for 
their companies as follows:

Cyber Risk : 86%

Loss of Income : 82%

Property Damage : 80%

Workers’ Compensation : 78%

Utility Interruption : 76%

Securities and 
Investment Risk : 76%

Auto/Fleet Risk : 65%
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Responsive Guidance
• Our CyberEdge® teams located around the world are responsive and react 

quickly to give guidance when needed, from assessing your needs through 
to processing your claims.  

• With CyberEdge®, you have instant access to the best and most experienced 
claims specialists and other strategists to advise you when you need it. The 
strong relationships we have with vendors, including forensic, legal, and 
communications, ensure rapid support.

 
Experience
• We have been protecting companies in some countries against cyber risk 

since the late 1990s when the cyber insurance industry was in its infancy.
• Our team has underwritten thousands of cyber policies.
• Some of the largest companies and more than 20 million individuals have 

trusted us to help respond to some of the biggest data breaches.

Ahead of the Curve
• Constantly monitoring the cyber landscape, we stay at the forefront of the 

industry as cyber risks continue to evolve. 
• Our innovation becomes your protection.
• Companies have the flexibility to tailor coverage options to ensure they are 

able to promptly respond and prevent future or more costly damages.

Other Policy Gaps
Most traditional insurance policies do not provide adequate coverage or 
protection in the event of these evolving exposures:

• Professional Indemnity/ Professional Liability (PI) - Broadly worded PI policies 
are tied to “professional services” and may have a requirement that there be 
an act of negligence.

• Commercial General Liability - Advertising Injury/Personal Injury has 
potential exclusions/limitations around financial loss and online web 
advertising.

• Crime - Requires intentional acts trigger and only covers money, securities, 
and tangible property.

• Property - Data is not considered tangible property. CyberEdge® is a 
specially designed solution which addresses the liability of companies 
arising from data protection laws, the management of personal data and 
the consequences of losing corporate information.

Providing a Comprehensive Solution

With CyberEdge®, we help you 
respond to an incident better, 
quicker, and more systematically. 

A response typically requires: 

• Computer forensics to determine 
the cause of an event.

• Compliance with the diverse 
notification requirements 
of various countries and 
jurisdictions.

• Crisis management to mitigate 
reputational damage.

• Hiring legal counsel to advise 
your company with regard to its 
response to an incident.

• Adherence to regulatory 
requirements of all relevant 
jurisdictions.
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Coverage includes:
• Personal Data Liability - Breach of personal information/Data Protection.
• Corporate Data Liability - Breach of corporate information.
• Outsourcing - Breach of Data Protection by an Outsourcer where the Data 

User or Policyholder is legally liable.
• Data Security - Damage resulting from any breach of duty that ends in:

o Contamination of Third Party Data by a malicious code, virus or 
unauthorised software

o Improper or wrongful denial of access by an authorized Third Party 
to Data

o The theft of an access code from premises, computer system, or 
employees

o The destruction, modification, corruption, damage or deletion of 
Data stored on any Computer System due to a Breach of Data 
Security

o The physical theft of hardware
o Data disclosure due to a Breach of Data Security

• Defence Costs - Both Civil and Criminal (where legally premissible), 
including defence costs in respect of any regulatory investigation or criminal 
prosecution brought by a public authority.

Available Coverages:
We make it easy to do business with us by offering competitive rates, tailored 
solutions, and straightforward claims processing. In order to fit your unique 
needs, Cyber Edge’s ® suite of coverage includes:

Benefits:
• Data Administrative Investigation - Provides costs and expenses for legal 

advice and representation in connection with a formal investigation by a 
Data Protection Authority or other regulator.

• Data Administrative Fines - Insurable fines and penalties obligated to pay to 
a government authority, regulator or data protection authority for a breach 
of data protection laws or regulations, where legally premissible.

• Notification & Monitoring Costs - Provides costs and expenses for disclosure 
to Data Subjects (legally required or otherwise).

• Repair of the Company’s and Individual’s Reputation - Reimbursement of 
costs incurred for repair of reputation.

The Cost of Data Breaches

Research has shown that data breach 
costs tend to be linear; the more 
records comprised the greater the 
costs.  Expenses associated with a 
large data breach include:

• Detection, escalation, notification 
and response - A sophisticated 
attack by a hacker may take 
months to uncover, after which 
the full extent of the damage 
may not be known for several 
additional months.

• Lost business - Business can be 
lost both as a result of customer 
attrition as well as difficulty in 
attracting new customers.

• Fines and penalties
• Damages - Individuals and 

businesses that claim to have 
been damaged as a result 
of a data breach often seek 
compensation.

• Lost productivity - While difficult to 
quantify, lost productivity can be a 
very real cost of a data breach.  

• Additional audit and security 
requirements - Companies 
experiencing a data breach may 
deem it necessary to implement 
enhanced monitoring and 
auditing protocols. 

• Miscellaneous additional costs 
- Additional costs arising from 
a data breach can include legal 
fees, consultant fees and various 
settlement costs.

Advisen Special Report Sponsored by AIG, “An 
Anatomy of a Data Breach: Disaster - Avoiding 
a Cyber Catastrophe.” 2011
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Damage due to a claim covered by this policy:
• Electronic Data - Determining whether Electronic Data can or cannot be 

restored, recreated, or recollected.
• Pro Active Forensic Services - Identifying whether a breach of data security 

has occurred/is occurring and its cause; includes advice on how to 
mitigate/prevent.

• Wide definition of Insured - Including director or partner, in-house counsel, 
data protection officer, Chief Compliance Officer, employee, estates or legal 
representatives of any insured.

•  Wide definition of Data, Data Protection, Breach of Duty

Optional Extensions
• Media Content - The collection, creation, release, printing, broadcasting 

or distribution of media content, advertising and written, printed, video, 
electronic, digital or digitized content that results in an infringement, 
plagiarism, piracy or misappropriation or theft of ideas; libel or slander 
committed without malice or an intrusion, invasion.

• Cyber Extortion - Any extortion incurred as a result of a Security Threat.
• Network Interruption Insurance - Net Income (Net Profit or Loss before 

income taxes) that would have been earned and continuing normal 
operating expenses incurred, including payroll, as a result of a security 
failure.

Data Crisis Response Services
• Dedicated hotlines to specialist legal and public relations advisors in the 

event of an actual or suspected data loss.
• Timely advice to help Insureds mitigate or even prevent loss.
• Leading professional experts providing global coverage and localized 

advice.
• Direct access to the helpline, no permission required from Insurer.
• Services available to individuals and the company.

Industries that will benefit from 
CyberEdge® include all Commercial 
entities, including but not limited to 
the following sectors:

• Medical/Healthcare
• Retail/Wholesale
• Manufacturing/Industrial
• Construction/Real Estate
• Telecommunicat ions/Media 

/Technology/Internet Services
• Transportation/Airlines/Travel 

Sector/Logistics
• Education (Schools, Colleges and 

Universities)
• Entertainment
• Professionals (Solicitors, Law 

Firms, Accountants, Insurance 
Brokers)

• Telemarketing/Call Centre/ 
Internet Services/Data Processing 
(Outsourcer)

• Government and Municipalities
• Any company with offices/ 

operations in EU, Japan, 
Australia, New Zealand, Korea, 
Hong Kong, Taiwan, Malaysia 
and USA where data protection 
legislation is onerous

• Any other commercial entity that 
holds personal information and 
data

Target market
From small to multinational 
companies with a minimum revenue/ 
turnover/fee income of at least 
US$100,000 per annum

Jurisdiction/territorial limit
Worldwide (excluding USA/Canada)

Documents required for underwriting 
(to be reviewed and accepted by 
Underwriters 

CyberEdge® Proposal Form

Coverage period
Claims first made against the Insured 
during the Policy Period

Limits of liability
Up to US$15,000,000 
(RM45,000,000) - subject to 
individual risk assessment

To learn more about CyberEdge®:

Email : CyberEdge@aig.com
Visit : www.aig.com/us/CyberEdge
Contact : Your insurance broker       
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Better, Faster, and More Efficient Global Protection
Passport is a simple, effective means to far-reaching global advantages, 
including:
• Coverage that is admitted locally and in sync with local laws, regulatory 

requirements, language and customs.
• Access to local experts in underwriting, claims, and litigation management.
• Easy to understand coverage, coordinated worldwide.

A Less Complex Way to Address Global Cyber Security Exposure
Passport makes securing the necessary protection against cyber risk around 
the world as simple as possible.
• A client receives one proposal detailing the terms of its global cyber 

program, including the worldwide policy and any requested locally admitted 
policies. 

• The outlined coverage is accepted and it’s done. 
• Appropriate local policies are issued through our local offices around 

the world. Local policies are crafted in accordance with local regulations, 
industry practices, and exposures.1

1 Limits are subject to capacity management; certain countries may limit the availability of either a 
single aggregate or a separate world limit.

CyberEdge® is a comprehensive risk management solution for 
cyber insurance offered by AIG. In a rapidly changing landscape, 
CyberEdge® provides innovative protection to help companies 
safeguard against sensitive data breaches, computer hacking, 
dumpster diving, computer viruses, employee sabotage or error, 
pilferage of information, and identity theft. 

As companies are increasingly global, we offer Passport, a 
global service platform, as a simple and efficient way for 
companies to secure cyber insurance that is aligned with 
local laws, regulations and customs worldwide, including 
locally-admitted policies. Passport makes addressing cyber 
security exposures on a global basis less complex.

Did You Know?
Local laws and regulations 
sometime:

• Require that a cyber policy be 
issued by a locally licensed 
carrier.

• Prohibit a local operation from 
having its parent company’s 
policy pay claims directly into that 
country.

• May not be effectively addressed, 
or even considered, in the 
wording of a global policy.
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Passport for CyberEdge® Destinations*

*Special handling and additional premium required for Brazil.

New destinations are added constantly, so please check with a Passport 
representative for more information.

To learn more about CyberEdge®:

Email : Passport@aig.com
Visit : www.aig.com/CyberEdge
Contact : Your insurance broker       

• Australia
• Austria 
• Belgium 
• Brazil* 
• Canada 
• Chile 
• Cyprus 
• Denmark 
• Finland 
• France 
• Germany 
• Greece 
• Hong Kong
• Hungary 
• Italy 

• Japan
• Netherlands 
• New Zealand 
• Norway 
• Poland 
• Singapore 
• Slovakia 
• South Korea 
• Spain 
• Sweden 
• Switzerland 
• Taiwan
• United Kingdom
• United States



Product Profile

CyberEdge® Claims

Financial Lines

Unprecedented Experience
• Since introducing cyber liability insurance in 1999, we have helped 

thousands of companies in various countries and more than twenty million 
individuals face a cyber attack. The breadth of our claims inventory means 
that we are uniquely positioned to identify and anticipate claim trends and 
settlement values.

• On average, our claims specialists have more than seven years of industry 
experience handling the most complex first-party and third-party cyber 
claims.

• Co-located with our underwriting staff, our claims specialists gain a more 
complete understanding of our customers' business needs, ensuring claims 
handling is consistent with underwriting intent and facilitating prompt 
decision-making.

Rapid Support When Needed the Most
• Our claims specialists are responsive and react quickly to give guidance 

when you need it, from assessing your needs through processing your 
claims.

• Most of our coverage is written on a primary basis, enabling our claims 
specialists to be on the front line and have the authority to make decisions 
when needed.

• Our long-established expert vendor network of legal firms, forensic 
investigators, public relations firms and more offer immediate support for 
our insureds facing a cyber attack, anytime and anywhere.

Dedicated CyberEdge® claims specialists are ready to assist a 
company’s IT department manage the aftermath of a cyber 
attack the moment it occurs. Backed by over a decade’s worth 
of experience handling cyber-specific claims and the strength of 
our extensive vendor network, our team provides the additional 
layer of response an IT department needs to face a cyber attack.

Claim Benefits 
• Single point of entry to report, 

acknowledge, and process claims 
in a timely fashion.

• Access to our local claims 
specialists on the ground around 
the world. 

• Access to a panel of domestic 
and international attorneys with 
local expertise in handling cyber 
claims.

• Access to eRisk Hub, powered 
by NetDiligence®, containing 
tools and vendor information to 
minimize the effects of a breach.
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Our Claims Experience Around The World
• When a server and hard drive maintained by a company acquired by 

an insured were stolen, sensitive data for nearly 45,000 individuals was 
compromised.    

o We worked with the insured and provided $1 million to cover 
notification, public relations, and other incident-related services. 

• When an insured national apparel retailer with hundreds of outlets 
experienced a 48-hour systems failure at the start of a busy holiday 
weekend, the insured could not process sales and payments quickly and 
its operations were disrupted. 

o We added our expertise, assisted the retailer in retaining a forensic 
accountant, and verified the lost sales calculation for the holiday 
weekend. 

o We also reimbursed the insured for approximately $1.4 million of 
lost sales incurred after the waiting period applicable to a network 
interruption caused by a system failure (coverage enhancement 
available from AIG).

• When an insured hospital was notified by the Secret Service of a potential 
breach that may have compromised data for 40,000 patients, our 
experienced team of dedicated cyber claims specialists quickly engaged 
a breach coach and a forensic investigator.

o As a result, the insured had knowledgeable partners to provide 
advice, handle notifications, create a call center, offer patients 
access to identity-monitoring products, and ensure the incident 
was properly reported to the state regulatory agencies.

To learn more about CyberEdge®:

Email : CyberEdge@aig.com
Visit : www.aig.com/us/CyberEdge
Contact : Your insurance broker       



Product Profile

CyberEdge® Claims Contacts

Financial Lines

Dilsher Singh
Vice President
Regional Financial Lines Claims

AIG APAC Holdings Pte Ltd
Level 16, Menara Worldwide,
198 Jalan Bukit Bintang,
55100 Kuala Lumpur

Tel : +603 2118 0329 
Mobile : +6012 281 6490 
Fax : +603 2118 0122
e-mail : Dilsher.Singh@aig.com

Dixon Tang
Vice President
Regional Financial Lines Claims

AIG APAC 
46/F, One Island East,
18 Westlands Road, Hong Kong

Tel : +852 3555 0061 
Fax : +852 3573 9709
e-mail : Dixon.Tang@aig.com

Regional

Australia
Jane Pochon

AIG Australia Limited
Level 19, 2 Park Street,
Sydney NSW 2000

Tel : +612 9240 1767
Fax : +612 9240 1752
Email : jane.pochon@aig.com

China
Ms. Sharon Lin 

AIG Insurance Company China Limited
5/F., Chamtime International Financial 
Centre 1589 Century Avenue,
Pudong Shanghai 200122 China

Tel : +0086 21 3857 8395
Fax : +0086 21 3857 8005
Email : sharon-xf.lin@aig.com

Japan
Michidai Hiraoka 

AIU Insurance Company
Arca West 9/F 1-2-4 Kinshi  Sumida-ku, 
Tokyo, 130-8560 Japan

Tel : +813 6688 9049
Fax : +813 5610 1535
Email : hiraokam@chartis.co.jp

Taiwan
Gina Weng

AIG Taiwan Insurance Co., Ltd. 
15F, No. 6, Section 1, Zhongxiao West 
Road Zhongzheng District, Taipei 100, 
Taiwan, R.O.C.

Tel : +8862 2316 1188 Ext.68504
Fax : +8862 2370 0655
Email : gina.weng@aig.com

Thailand
Chirapa Winitchaiyanant  

AIG Thailand
21st - 23rd Floor, Siam Tower Building, 
989 Rama 1 Rd., Pathumwan, Bangkok, 
10330 Thailand

Tel : +660 2649 1000 Ext.1501
Fax : +660 2649 1568
Email : chirapa.winitchaiyanant@aig.com

Vietnam
Vu Hong Van

AIG Vietnam Insurance Company Limited
9th Floor, Saigon Center,
65 Le Loi Street, District 1,
Ho Chi Minh City, Vietnam

Tel : +848 3914 0065 Ext.1012
Fax : +848 3914 0067 
Email : hong-van.vu@aig.com

Malaysia
Paul Sylvester

AIG Malaysia Insurance Berhad
Menara Worldwide, Level 16, 198,
Jalan Bukit Bintang, 
Kuala Lumpur, 55100, Malaysia

Tel : +603 2118 0350
Fax : +603 2118 0398
Email : Paul.Sylvester@aig.com

New Zealand
Joanna Godfrey

AIG Insurance New Zealand Limited
Commercial Claims Team Manager
The AIG Building, 41 Shortland Street. 
Auckland, New Zealand 1010

Tel : +649 355 3111
Fax : +649 355 3088
Email : Joanna.Godfrey@aig.com

South Korea
Jun Hyuk Youn

AIG Korea Inc. 
KSURE Bldg. Seorin-dong,
16th Fl. 14 Jongno, Jongno-gu,
Seoul, 110-729 Korea

Tel : +822 2260- 6926
Fax : +822 2011 4607
Email : junhyuk.youn@aig.com

Hong Kong
Patsy Wong

AIG Insurance Hong Kong Limited
46/F, One Island East,
18 Westlands Road, Island East,
Hong Kong

Tel : +852 3555 0371
Fax : +852 2838 9916
Email : patsy-ps.wong@aig.com

Indonesia
Lestari Dewi 

PT. AIG Insurance Indonesia
Indonesia Stock Exchange Building 
Tower 2, Floor 3 & 3A Jl. Jend Sudirman 
Kav. 52-53 Jakarta 12190 

Tel : +6221 5291 4888 Ext.4824
Fax : + 6221 5291 4811
Email : lestari.dewi@aig.com

Singapore
Lindy Chan

AIG Asia Pacific Insurance Pte Ltd
Chartis Building 78 Shenton Way 
#08-16, Singapore 079120

Tel : +65 6419 1082
Fax : +65 6835 7417
Email : lindy-lf.chan@aig.com

Philippines
Rosauro M. Macalalad

AIG Philippines Insurance, Inc.
47th PBCom Tower,
Ayala Avenue corner Rufino St.,
Makati City

Tel : +632 878 5560
Fax : +632 878 5450
Email : sarry.macalalad@aig.com

Guam
Anita Fisher

Guam Insurance Adjusters, Inc.
173 Aspinall Avenue, Hagatna,
GU  96910.
P.O. Box 822, Hagatna, GU  96932

Tel : +671-472-6292
Fax : +671-472-2707
Email : Anita.Fisher@AIG.com

Country



*As of May 1, 2013. Listing is subject to change.
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Legal Counsel

When a breach event occurs, time is of the essence. Having a 
response plan in place with access to third-party resources will 
help you efficiently and cost-effectively respond to and recover 
from breach. Our strong relationship with forensic, legal and 
communications vendors ensure rapid support. Below is a simple 
listing of our vendors and partners*.

Responsive Guidance Throught the 
eRisk Hub Portal

Our eRisk Hub portal, powered by 
NetDiligence®, provides tools and 
resources to help you understand 
the exposures, establish a response 
plan, and minimize the effects of a 
breach on your organization.

As an AIG policyholder, insureds 
receive complimentary access to the 
portal and a more comprehensive 
list of vendors.

Insureds can access a comprehensive 
list of vendors at
www.eriskhub.com

Norton Rose (Asia) Limited

Locations:
Singapore, Hong Kong; China; India; 
Japan; Malaysia; New Zealand; South 
Korea; Australia, Indonesia, Philippines, 
Taiwan and Thailand.

Contact:
Ms Gigi Cheah/Mr Guy Spooner
+65 6223 7311
gigi.cheah@nortonrose.com/
guy.spooner@nortonrose.com

Public Relations

Grayling

Locations:
Singapore, Hong Kong, Australia, New 
Zealand, Singapore, Malaysia, Taiwan, 
Philippines, Japan, Korea.

Contact:
Bruce Shu/Hania Oddie
+852 90829660
bruce.shu@grayling.com
hania.oddie@grayling.com

Forensics

Verizon Business

Locations:
Australia - New Zealand
Singapore - Thailand, Malaysia, 
Indonesia, Vietnam
Hong Kong - China, Taiwan, Philippines
Japan - Korea

Contact:
Paul Black
paul.black@intl.verizon.com
In case of an incident,
contact us 24/7 worldwide:
Phone: +61 450 725110
Email: jr_global@lists.verizonbusiness.com
For japanese 24/7 ( )
Phone ( ): 00531-120-286/
0120-610-071, PIN Code: 910011



American International Group, Inc. (AIG) is a leading international insurance organization 
serving customers in more than 130 countries and jurisdictions. AIG companies serve 
commercial, institutional, and individual customers through one of the most extensive 
worldwide property-casualty networks of any insurer. In addition, AIG companies are 
leading providers of life insurance and retirement services in the United States. AIG 
common stock is listed on the New York Stock Exchange and the Tokyo Stock Exchange.

AIG is the marketing name for the worldwide property-casualty, life and retirement, 
and general insurance operations of American International Group, Inc. For additional 
information, please visit our website at www.aig.com. Products and services are written or 
provided by subsidiaries or affiliates of American International Group, Inc. Not all products 
and services are available in every jurisdiction, and insurance coverage is governed by 
actual policy language. Certain products and services may be provided by independent 
third parties. Insurance products may be distributed through affiliated or unaffiliated 
entities. Certain property-casualty coverages may be provided by a surplus lines insurer. 
Surplus lines insurers do not generally participate in state guaranty funds and insureds are 
therefore not protected by such funds.

AIG MALAYSIA INSURANCE BERHAD (795492-W)
(formerly known as Chartis Malaysia Insurance Berhad)
Menara Worldwide,
198 Jalan Bukit Bintang,
55100, Kuala Lumpur, Malaysia.
Telephone : (603) 2118 0188
Facsimile : (603) 2118 0288

Kedah
1st & 2nd Floor, No. 20, Jalan Teluk Wanjah,
05200 Alor Setar, Kedah.
Telephone : (604) 731 7817 / 733 4922
Facsimile : (604) 733 1750

Penang
No. 37A & 37B, Lebuh Pantai,
10300 Penang.
Telephone: (604) 250 2888
Facsimile: (604) 250 1818

1st Floor, No. 50, Jalan Limau Manis 3,
Off Jalan Song Ban Keng,
14000 Bukit Mertajam, Penang.
Telephone : (604) 507 5388
Facsimile : (604) 507 8088

Perak
No. 15, Persiaran Greentown 4,
Pusat Perdagangan Greentown,
30450 Ipoh, Perak.
Telephone : (605) 253 8812
Facsimile : (605) 254 0363

Selangor
A-13-G & A-13-1, Block A,
Jaya One 72A, Jalan Universiti,
46200 Petaling Jaya, Selangor.
Telephone : (603) 7960 1407/ 1430/ 1417
Facsimile : (603) 7960 1346/ 1259

36-1 (1st Floor), Jalan Tiara 2D/KU1,
Bandar Baru Klang,
41150 Klang, Selangor.
Telephone : (603) 3344 8360
Facsimile : (603) 3344 8361

AIG in Malaysia

Melaka
No. 183, Jalan Munshi Abdullah (Ground Floor),
75100 Melaka.
Telephone : (606) 284 9755
Facsimile : (606) 284 8672

Pahang
No. 95, Jalan Tun Ismail,
25000 Kuantan, Pahang.
Telephone : (609) 515 8106 / 514 1090
Facsimile : (609) 513 9113

Johor Bahru
G-1, 1-1, G14 & 1-14,
Block 3, Danga Bay,
Jalan Skudai, 80200 Johor Bahru.
Telephone : (607) 236 9900
Facsimile : (607) 235 6161

Sarawak
Suite G08, Ground & 1st Floor,
Crown Towers, No. 88 Jalan Pending,
93450 Kuching, Sarawak.
Telephone : (6082) 343 388
Facsimile : (6082) 343 111

1st Floor, Lot 1264, Centre Point,
98000, Miri, Sarawak.
Telephone : (6085) 416 634 / 436 361
Facsimile : (6085) 419 455

Sabah
No. 33, 1st Floor, Jalan Karamusing,
88000 Kota Kinabalu,
P.O. BOX 11005,
88811 Kota Kinabalu, Sabah.
Telephone : (6088) 234 711 / 234 878 / 235 118
Facsimile : (6088) 234 278

Ground Floor, AS TB4536, LOT 61,
1st Floor, Ba Zhong Commercial Center,
Jalan Damai, Tawau. P.O. BOX 1046,
91008 Tawau, Sabah.
Telephone : (6089) 774 765 / 762 562
Facsimile : (6089) 763 812

Copyright © AIG Malaysia Insurance Berhad. All rights reserved.


